
107 

SUBCHAPTER A—ADMINISTRATIVE PROCEDURES 

PART 1300—STANDARDS OF 
CONDUCT 

AUTHORITY: 5 U.S.C. 7301. 

§ 1300.1 Cross-reference to employees 
ethical conduct standards and fi-
nancial disclosure regulations. 

Employees of the Office of Manage-
ment and Budget are subject to the ex-
ecutive branch-wide standards of eth-
ical conduct at 5 CFR part 2635, OMB’s 
regulations at 5 CFR part 8701 which 
supplement the executive branch-wide 
standards, and the executive branch- 
wide financial disclosure regulations at 
5 CFR part 2634. 

[60 FR 12397, Mar. 7, 1995] 

PART 1302—PRIVACY ACT 
PROCEDURES 

Sec. 
1302.1 Rules for determining if an individual 

is the subject of a record. 
1302.2 Requests for access. 
1302.3 Access to the accounting of disclo-

sures from records. 
1302.4 Requests to amend records. 
1302.5 Request for review. 
1302.6 Schedule of fees. 

AUTHORITY: Pub. L. 93–579, 88 Stat. 1896, 5 
USC 552a(f). 

SOURCE: 41 FR 38491, Sept. 10, 1976, unless 
otherwise noted. 

§ 1302.1 Rules for determining if an in-
dividual is the subject of a record. 

(a) Individuals desiring to know if a 
specific system of records maintained 
by the Office of Management and Budg-
et contains a record pertaining to them 
should address their inquiries to the 
Assistant to the Director for Adminis-
tration, Office of Management and 
Budget, Washington, DC 20503. The 
written inquiry should contain a spe-
cific reference to the system of records 
maintained by OMB listed in the OMB 
Notices of Systems of Records or it 
should describe the type of record in 
sufficient detail to reasonably identify 
the system of records. Notice of OMB 
systems of records subject to the Pri-
vacy Act will be made in the FEDERAL 

REGISTER and copies of the notices will 
be available upon request to the Assist-
ant to the Director for Administration 
when so published. A compilation of 
such notices will also be made and pub-
lished by the Office of Federal Reg-
ister, in accordance with section 5 
U.S.C. 552a(f). 

(b) At a minimum, the request should 
also contain sufficient information to 
identify the requester in order to allow 
OMB to determine if there is a record 
pertaining to that individual in a par-
ticular system of records. In instances 
when the information is insufficient to 
insure disclosure to the individual to 
whom the information pertains, in 
view of the sensitivity of the informa-
tion, OMB reserves the right to ask the 
requester for additional identifying in-
formation. 

(c) Ordinarily the requester will be 
informed whether the named system of 
records contains a record pertaining to 
the requester within 10 days of receipt 
of such a request (excluding Saturdays, 
Sundays, and legal Federal holidays). 
Such a response will also contain or 
reference the procedures which must be 
followed by the individual making the 
request in order to gain access to the 
record. 

(d) Whenever a response cannot be 
made within the 10 days, the Assistant 
to the Director for Administration will 
inform the requester of the reasons for 
the delay and the date by which a re-
sponse may be anticipated. 

§ 1302.2 Requests for access. 

(a) Requirement for written requests. 
Individuals desiring to gain access to a 
record pertaining to them in a system 
of records maintained by OMB must 
submit their request in writing in ac-
cordance with the procedures set forth 
in paragraph (b) of this section. Due to 
security measures in effect in both the 
Old and New Executive Office Build-
ings, requests made in person (walk- 
ins) cannot be accepted, except that in-
dividuals who are employed by the Of-
fice of Management and Budget may 
make their request on a regularly 
scheduled workday (Monday through 
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